Stay Alert

Network monitoring software informs users of the state of their network hardware, services, and applications in real time. Network monitoring packages are indispensable tools for every administrator; businesses cannot afford to recognize imminent problems too late.

Today, network infrastructure is considered one of the most critical elements of every business strategy. There are hardly few companies that can function without the permanent availability of business applications, and thus, the technology that those deliver. This requires that all involved components be monitored proactively by the IT department of every company, whether small or large. Only through constant monitoring can failures be avoided or, at the very least, quickly rectified with minimal impact on productivity.

Modern network monitoring products are the tools that allow IT personnel to feel the pulse of the network and its components. Today, these tools are extremely high performing, are generally easily procurable and operable, and are affordable for businesses of any size. funkschau tested four representatives of this product category. Products were found that were not only procurable and applicable for large companies with full-blown IT departments, but that should be perfectly usable in small or medium-sized companies with only two or three IT “all-rounders.” Because of this, products like Nagios, for example, were out of the running. This popular product has its strengths, but simple procurement is not one of them. Nagios is better suited to smaller companies when applied as an appliance -- the Sonarplex appliance from Azeti Networks, for example, is a brilliant Nagios-based product. However, as this test was related to software solutions, Nagios and its derivatives had to stay on the sidelines. The following products, however, were in the running: Ipswitch’s WhatsUp Gold Premium, ManageEngine’s OpManager, Paessler’s PRTG Network Monitor and Solarwinds’ Orion Network Performance Monitor.

Paessler PRTG Network Monitor Version 9

Development at Paessler has been taking huge strides forward. The version number of this superb network monitoring software has gone up an entire integer before the dot since our last test about a year ago: the soon-to-come version of PRTG Network Monitor is version 9. We’ve already had the opportunity to test the first release candidate, and we liked what we saw.

The software setup was executed quickly and simply, as usual: the PRTG Network Monitor was on the test machine’s hard drive in less than two minutes, and that was that. Special requirements, like a functioning Microsoft SQL server or MySQL installation, for example, are not necessary. Contrary to many other monitoring packages, the program doesn’t use these at all. One part of the setup process troubled us, in spite of its straightforwardness. The computer was restarted at the end of the installation routine, and we weren’t sure that we had received any warning.

The administrator is required to create a device in the PRTG configuration for every physical device in the network that should be monitored. Sensors must then be assigned to these devices, each of which monitors a specific aspect of the network or device. This sounds like a load of work, but the PRTG Network Monitor is able to complete this assignment automatically -- more on that later.

First, to the monitoring or object hierarchy: all objects in a PRTG monitoring configuration are organized in a tree-like hierarchy, which presents an easy-to-navigate list. Users can create object groups that monitor similar devices, services, or a single location. The hierarchy also serves to define standardized settings for larger object groups, as settings can be inherited within the hierarchy. The root group is at the top of the
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Test Procedure

Each of the four products was installed in a network in which multiple Windows Server 2003/2008 machines, a Microsoft Exchange Server and a Microsoft SQL Server 2008 carried out their usual regular services. The machines in the network were connected to each other via Fast Ethernet Switches and SMC WLAN routers. The client machines ran on various operating systems including Windows XP, Windows 7 and Linux (OpenSUSE), TCP/IP, DNS, POP3, SMTP, IMAP, SNMP, HTTP, HTTPS and FTP were among the executed services and protocols in the network. After the first installation and -- where necessary -- configuration, we let the monitoring program explore the network and collect information about the installed devices, services, applications and protocols. Afterwards, threshold values were set and actions to be executed were defined. We investigated whether the program would recognize exceeded thresholds, changed system conditions and performance breaks and react as planned. The price-performance relationship, user-friendliness and the way in which the product supported monitoring of spatially distributed networks were evaluated.
rewritten as well. All of these are now much more clearly arranged and easier to use. Updated Ajax functionality makes for improved speed and Google Chrome browsers are now better supported by offering desktop notifications.

One of the first exercises after the PRTG setup was adding the devices to be monitored. This is most simply done using the automatic network search, which can be started directly from the Welcome page. The search can be performed via lists of individual IP addresses, IP address ranges with a given base address, IP addresses plus subnet information, IP addresses with octet ranges and most recently, lists of IPv6 addresses. PRTG does not only return the IP addresses and DNS names of found devices, but attempts to determine the manufacturer of the device using the MAC address. Of course, this search routine does not merely find devices in the network. It also installs suitable sensors on the device as desired. Allowing the routine to do this is highly recommended, although the entire discovery takes quite some time in a large network. For faster results, the user can simply let the routine find devices and later add sensors manually, or allow only selected sensors to be added by using device templates. The automatic search uses mainly Ping, SNMP and WMI and functions only in the LAN. The search can also be started and repeated automatically according to a schedule; previously found devices can be skipped as desired.

The PRTG Network Monitor’s alert system functions flawlessly. Alerts and warnings are clearly reported by the program and are meticulously logged. Administrators that are not constantly at the console receive notifications via email and/or text message. The program is generally very communicative and is constantly providing useful information and assistance.

Ipswitch WhatsUp Gold 15

WhatsUp Gold is an independent monitoring product that monitors the status of network devices and services, sending alerts and initiating actions if deviations from the norm are discovered. The product is only really rounded out, however, when supplemented with other products from the WhatsUp Gold product family, like the WhatsUp Flow Monitor, for example, as support for NetFlow, with WhatsConnected for layer 2/3 network discovery and topology mapping or WhatsVirtual, which contributes additional aptitude for monitoring VMware environments. And on top of that, WhatsUp Gold itself, which is effectively the basic product, is available in four different editions, which differ in functional range. This multipli
city is convenient on one hand, as the customer is not inevitably paying for features that he doesn’t need or use. On the other hand, product selection becomes more difficult and the total cost of the package is not easy to calculate.

Funkschau tested the WhatsUp Gold Premium edition, which monitors devices and services within a single network fo

---

### Licensing

OpManager and WhatsUp Gold are licensed according to the number of devices to be monitored, while the PRTG Network Monitor is licensed according to the number of sensors an organization would like to use. Needless to say, it is simpler for an organization to determine the number of devices that should be monitored than to decide how many sensors are necessary for monitoring a certain number of devices -- the aspects of the network or network devices that should be monitored would have to be determined before purchasing a program. These differences in licensing make price comparisons difficult, as more than 20 sensors can easily be installed for some single systems with PRTG, while other devices require only five or six sensors. For the sake of price comparison, we will assume that PRTG requires an average of ten sensors per device. In this case, a small network where 50 devices should be monitored would require the 500-sensor license, which, for version 9, would cost approximately €1,100. An OpManager license for fifty nodes comes up to $1,000. It is important to note that the PRTG basic package is significantly more comprehensive. WhatsUp Gold starts at €1,700 for monitoring just 25 devices, while 100 devices would cost €2,100. PRTG’s 500-sensor license includes distributed monitoring, while WhatsUp Gold and OpManager are restricted to monitoring within a single local network. Out of these licensing structures, PRTG is the most flexible, as using less sensors per device allows more devices to be monitored. Orion NPM lies somewhere between these licensing structures, with licensing according to monitored elements. However, regardless of what an element ultimately consists of, Orion NPM is by far the most expensive of the four candidates.
cation, offers extended management for Microsoft Exchange, Microsoft SQL and SMTP Mail servers, delivers performance data in real-time and supports application monitoring via Microsoft’s WMI. This edition does not support monitoring of remote networks from a central location; for that, Ipswitch offers the expensive Distributed edition or the MSP edition, which is intended for solution providers.

The 300 MByte downloadable WhatsUp Gold Premium package is heavyweight, but WhatsConnected is included. Before the administrator starts installation, the network or network devices should be prepared in that SNMP and/or WMI are enabled. If this is not done, the results of the later Network discovery will turn out to be very modest. The setup for the test does not cause any difficulties itself, but does take relatively long, although it does not take quite as long as Orion NPM. If the user chooses a typical setup, the setup routine automatically installs Microsoft SQL Server Express (2005), which the product uses for data storage. This server, however, would not start in the test setup. A second, user-defined setup allowed us to select Microsoft SQL Server 2008, which was installed on the test machine, and proved to be more successful.

At the end of the setup routine, a web interface starts automatically, which presents a kind of assistant. The user can ask simple questions about the desired administrator password and email settings, for example. Then comes the network discovery, which functions via IP Address ranges or executes a SNMP smart scan. Here we saw a problem: every administrator expects the network discovery to start with a simple click. With the standard settings, the routine finds all devices and performs name resolution flawlessly, but no performance monitors or active and passive monitors are installed or activated for the discovered devices. For those who want more than to poll the devices using Ping, many monitors must be manually assigned. This is unpleasant, even though it can be executed as a bulk operation. On top of that, it is unnecessary, as exactly this assignment can actually be performed automatically and relatively easily. The device roles in the WhatsUp Gold console simply need to be adjusted. In the course of this adjustment, the user simply specifies the performance monitors as well as the active and passive monitors that he would like to have activated automatically according to the device’s role. He can also configure actions, such as setting up how he would like to be alerted when WhatsUp Gold discovers an error on a device. These settings cannot be executed via the Web Discovery console, which makes it rather absurd that Ipswitch automatically presents exactly this console at the end of the setup.

The new setup/configuration dialog and the new WebGUI for Version 15 are very posh and modern, and the web interface is comfortable and efficient to use. According to the network discovery via Windows or web console, the home work-
oriento interface, which is completely accurate.

WhatsUp Gold displays a tree structure in the device view with the heading “My Network.” Several dynamic groups are found here, including “All Devices,” “All Routers,” “Cisco Devices” or “Windows Devices” and other device groups for each executed network discovery. The selected group is displayed by the program in a detail or map view. In connection with WhatsConnected, WhatsUp Gold executes layer 2 discovery and mapping. In this case, the map view displays the relationships between the devices graphically. The standard map view is, however, anything but clear, as headings are partially overlapping and descriptions of the devices and their roles, displayed using icons, are tiny and hardly decipherable. The automatic spacing between icons and the font size should be improved here. Apart from that, these maps are interactive and errors are marked red, just as they should be.

WhatsUp Gold polls devices in the network regularly in order to identify status changes. The program uses the previously mentioned monitors for this. Performance monitors keep track of the resources of a device including disks, interfaces and storage. Examples of active monitors are Ping, DNS, HTTP and interface monitors, while passive monitors include SNMP traps, Syslog and the Windows Event Log. WhatsUp Gold will execute actions dependent on the poll results; for example, notifying the administrator or restarting a service. Ipswitch had already updated the alert center inWhatsUp Gold Version 14; it still functions flawlessly. The program can also monitor virtual infrastructures (with WhatsVirtual), but is limited to VMware. It behaves similarly with wireless networks, whereWhatsUp Gold revolves around Cisco Aerolnet products.

WhatsUp Gold’s dashboard application is unique among all tested products. This independent application, available as a part of the complete package starting from the Premium edition, runs repeatedly through and displays report pages of the WhatsUp Gold web interface. Administrators thus gain continuous insight into the condition and health of the network. The administrator must first determine which pages should be displayed in a type of “playlist,” but this is not difficult, and these settings can be saved.

WhatsUp Gold comes with a series of additional tools, among which are an SNMP MIB Walker and file explorer, traceroute, Lookup, a web performance monitor and task manager as well as a diagnosis tool, which executes numerous system and application checks and creates a report from the results. In addition, a complete TFTP server application is included, which left a good impression, except for the constant “Try WhatsConfigured” commercials.

### SolarWinds Orion Network Performance Monitor 10.1

The Orion Network Performance Monitor (Orion NPM for short) is SolarWinds’ flagship product and as such, focuses less on smaller network environments and more on application layer in larger company networks. As can be guessed from the product name, Orion NPM concentrates mainly on monitoring network performance. Network applications, for example, are not considered in the process. For a product that is more or less concentrated on one specific task, it’s remarkable how large the package is -- none of the other tested products installed such a huge amount of files, services and individual applications. Orion NPM is anything but streamlined, and users must consider this even while selecting a machine for the installation. SolarWinds recommends a minimum of 2 GHz dual core CPU, 2 GByte free hard drive storage -- on a RAID 1 drive, if possible -- and 3 GByte RAM. This sounds modest at first, but these recommendations evidently only apply to server systems on which other applications and services are not run. SolarWinds explicitly recommends that Microsoft SQL Server, necessary for operation of Orion NPM, should be run on a separate server. The product makes similar demands on this server as well. First attempts at getting the product to run on a weaker system were given up quickly. The other competitors named similar minimum requirements to those of SolarWinds, but were more frugal in reality. Orion NPM runs flawlessly inside virtual machines under VMware or Microsoft Virtual Server as well. The same system requirements apply for virtual machines as for the physical server.

As far as software is concerned, Orion NPM does not have any special requirements. Windows Server 2003 or 2008 should be set as the operating system for productive operation with IIS, Net-Frame-work and SNMP Trap Service. SolarWinds recommends Internet Explorer from version 6 with active scripting or Firefox from version 3 as the web console browser. With Firefox, however, the toolset integration is not supported. The Orion database requires Microsoft SQL Server 2005 SP1 or SQL Server 2008 Express, Standard, or Enterprise. The setup routine automatically installs the 2005 Express Edition during a typical installation, or if an SQL server is not available. It’s a good thing, too, because the test setup on a Windows 7 machine (this Windows version is supported by SolarWinds’ evaluation version) did not exactly want to cooperate with SQL Server 2008, which was already installed on the machine.

We’ve already mentioned that Orion NPM concentrates on monitoring network performance. If an administrator would like to monitor the performance of his network applications or maintain the network configuration, he or she would need to fall back on a separate product or module. Optional expansions are also available for NetFlow traffic analysis, IP-Address and IP-SLA management and for many other tasks. Even without these expansions, Orion NPM is a complex product that requires patience even at setup. Installation and configuration of the basis system take a long time. The administrator themself doesn’t actually have to do anything during this process except wait.

Network discovery started automatically as soon as the setup finished, which searched the local sub network very quickly in the test. The discovery works perfectly, even identifying every single network interface as well as all protocols, and cleanly resolves all names. Thus, the first time the System Manager or web console is started, the user is not looking at nothing; instead, both user interfaces are immediately populated. And not only that: Orion NPM had already started...
working and the first performance information were available, which consisted mainly of response times and packet loss, availabilities, CPU loads and storage use as well as network adapter information (error and traffic charts). It is also possible to call up the first overarching network summary charts and “Top 10” summary charts. Keyword: charts -- Orion NPM loves to display different performance data graphically, and is good at it. Of course, detailed information can be called in tabular form as well.

Two user interfaces are available to the administrator; the system manager as a Windows-GUI and a web console. Most administrators will resort to the web console, which the manufacturer prefers to refer to as a LUCID interface. LUCID stands for Logical, Usable, Customizable, Interactive and Drill-down. These characteristics do apply to this web console, but they are characteristics that every web console for a management application should have, and usually does, have, making this console nothing special. But Orion NPM’s web console allows simple navigation and is very user-friendly. It also enables data to be displayed and edited in graphs, tables, maps and “Top 10” lists.

Orion NPM’s LUCID interface: Logical, Usable, Customizable, Interactive, Drill-down. A convenient web console that answers more questions than it creates.

Orion NPM’s alert system is flexible, functional as flawlessly as network discovery in the test, and is easy to use. Like the other products, Orion NPM generates alerts if an event occurs or a threshold is crossed. The program offers many options for reaction to alerts, among which are the regular notification options, an automatic script or program execution and an escalation sequence. It is not difficult to configure network alerts. The product enables the administrator to define dependencies between devices or elements and to configure alerts for interrelated incidents and/or for conditions that remain constant over a specific time period. This sounds more complicated than it actually is: the administrator configures the system in such a way that it does not sound the alarm as soon a CPU utilization exceeds 90%, for example, but only if the high utilization level stays constant for five minutes. The message center acts as a control center and presents the alerts created in the network as well as all incidents, Syslog entries and traps.

Virtualization is still as much a trend as ever. Orion NPM is now not only able to be executed smoothly on virtual machines and used to monitor virtual data, but also supports monitoring of virtual infrastructures. The product communicates directly with the VMware infrastructure and determines the server’s performance and health status. Support from VSAM and Fibre Channel for monitoring and reporting is new and very welcome, as is the integration of a wireless polling device, which simplifies management of access points and the clients connected by these access points. Wireless and wired devices: network monitoring has become even more complete.

The standard installation of Orion NPM is by all means capable of monitoring more than 2000 elements, provided that the hardware is configured accordingly. An element can be a node, interface or volume. Additional polling engines can be added in order to successfully monitor more than 8000 elements. It is also possible and, according to the network size, occasionally necessary, to install additional web servers or to manage multiple instances of Orion NPM for distributed monitoring via the optional Enterprise Operations Console in an interface.

**ManageEngine OpManager 8 (Build 8812)**

OpManager surprised us in a good way. We originally wanted to leave this moni-
toring software out of the comparison altogether, due to the multitude of problems that arose in a similar test several years ago. We could not imagine that it would be very different this time. However, ManageEngine has managed to improve its flagship product enormously in a short time. The setup, which previously caused so much difficulty, worked straightforwardly, even on a Windows 7 computer. We selected the standard installation with the included MySQL database software, which ran problem-free. A later installation on a Windows Server machine with Microsoft SQL Server 2008 ran flawlessly as well.

The installation was fast and required little user interaction. The “Read Me” file was displayed at the end of installation, which offers a good introduction to the system and attempts to sell several add-ons to the user. The OpManager services and web console can also be started on demand. It then continues with the network discovery, which is called “recognition” here. The administrator has to make a few entries here, including standard registration information for SNMP (SNMP 1, 2 and 3) and Windows devices, the services or ports that should be checked and the IP address range that should be searched. Recognition can also use imported files or CIDR instead of an IP range. Recognition is executed quickly by the program and presents the found devices in a tree structure. This time, the network discovery worked nearly perfectly. The program recognized all device types except for a Linux system, although it still classified Windows 7 computers generally as “servers” -- other programs are more precise. The administrator can import all devices to the database with a single click, which are subsequently available in a wide variety of web console views. The web console, however, first displays the “Introduction” page, which quickly and succinctly takes the user through the first steps for managing networks using text and/or video. Recognition is explained here (which has already been executed once by this point), as well as the dashboard, how device dependencies can be configured and how basis values for monitors, device types, interfaces, etc. can be set.

OpManager's web console looks great, reacts quickly and is easy to navigate. This time, there were hardly opportunities for complaint with Windows 7 -- compatibility problems are now nonexistent.
Browsers other than Internet Explorer, including Firefox and Chrome, now work well with the program as well. The tab headings on the device snapshot page in Firefox overlap somewhat -- bothersome, but not exactly problematic. The many graphic displays and the automatically generated layer 2 and layer 3 maps are excellent. In the dashboard and device display, the console shows the device and service availability, response times, packet loss and CPU, storage and hard drive utilization. Problems including exceeding thresholds or failed or paused services are clearly displayed by the system. Of course, notifications can also be set, so that administrators can be alerted immediately of deviations from norms by email, text message, or even Twitter. The product is altogether very powerful and able to monitor networks, network devices and services, detect performance bottlenecks, alert administrators and generate reports, but in order to use OpManager to its full potential, many settings must be set up manually, as there are often no defaults (for example, for thresholds). However, it is not difficult to configure the various service, Windows service, URL, performance, process, file and folder monitors. There is one element that is rather asinine: the web console itself, including all field names and other labels, are displayed in perfect German, while the help is in English. For German-speaking users, this is anything but helpful.

ManageEngine still offers OpManager in various editions with numerous add-ons and plugins. The VMware monitor, Cisco IPSLA monitor, exchange and MS SQL monitors, WAN and active directory monitors, the NetFlow analyzer plug-in and even the text message notification generator are all only available as special add-ons or plugins. This makes it difficult to calculate a final price for the product. It is, however, commendable that the product starts out free, just like PRTG, but the free version only monitors a maximum of ten nodes and is therefore only suitable for short product tests. For monitoring only 50 devices, the Professional Edition, which is effectively the basic package, costs $995, and 500 devices cost $5,995. An optional VMware monitor for up to ten virtual hosts is estimated at $1,495, while an exchange monitor is priced at $995. These are just a few price examples that demonstrate how quickly the costs of a complete solution can add up.

Results

The PRTG Network monitor remains the front-runner, with the OpManager following as a close second. In spite of identical A grades, OpManager “only” gets a recommendation, as this product is not quite on par with PRTG when it comes to pure monitoring and can become very expensive very quickly. This test was focused on evaluating monitoring products on their usability in small and middle-sized company environments, including small companies that do not have large IT departments. Here, Orion NPM, as a product of the enterprise class, does not fit as flexibly as PRTG and OpManager. We would absolutely recommend Orion NPM to experienced administrators that don’t shy away from large, complex products, if their budgets can allow it. PRTG and Orion NPM each come with a multitude of sensors, which monitor a huge palette of system conditions, properties, performance values and other parameters. They also use extensive amounts of information made available by SNMP and WMI. Both products are easy to operate. This also applies to OpManager, whereas we often found ourselves searching for certain functions or information when using WhatsUp Gold. Administrators should generally schedule more time for learning the ropes with Orion NPM and WhatsUp Gold as for the other two products. WhatsUp Gold Premium came in behind PRTG and OpManager because it is expensive, restricted to a single network and generally requires more adjustment and practice. WhatsUp Gold followed Orion NPM, as Orion NPM has raised the bar with the last two versions and we found it much easier to find our way through Orion’s consoles.
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